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Information Letter and Consent Form: Checklist for Reviewers 

Information Letter (Please note that in the case of anonymous data collection e.g. a survey, the GDPR statement and any reference to personal identifiable data should not be included, and a consent form will not be needed as submission of the questionnaire denotes consent)
	Section on form
	Notes

	Clear aim of the study and data collected only for the purpose of the study
	

	Which samples or measurements need to be taken, indicating whether these are in addition to what would be required for routine testing. If the intervention is an extension of a standard procedure e.g., medical, the researcher must indicate which parts of the procedure are standard clinic practice carried out on all patients presenting with the same symptoms and the part of the procedure that is only done to research participants.

Also, whether any other information needs to be collected, including access to medical records if necessary. If an interview shall be conducted, the location and time. If the interview will be audio-recorded and this is mandatory for participation, this needs to be clearly stated.  
	

	If an interview will be conducted online, to include the following statement: I am aware that the interview will be held online; the researcher will use Zoom and will activate the Require Encryption for 3rd party endpoints SIP/H-323 function. The researcher will either video record or audio record the session [Choose the appropriate option - the researcher would ideally need to switch off the camera during the interview or delete the video stream as soon as possible]. Any stored cache data will be deleted right after the interview and the names on the screen will be changed to the pseudonyms assigned. 
	

	Duration of participant’s involvement.
	

	Confidentiality and (if relevant) anonymity/pseudonymity (how it can be assured).
	

	Storage of data. Any data that may lead to the identification of research participants will be stored [select appropriate option from the following] offline on an encrypted external hard drive or flash drive and kept in a locked secure place when not in use / on a secure UM-approved server with the appropriate access settings applied, to ensure data security. [Identifiable data should preferably be stored offline].
	

	Access to data i.e., researcher and supervisor. Examiners will typically have access to coded data only. There may be exceptional circumstances which allow the examiners to have access to personal data too, for verification purposes.  
	

	The participants’ identity and personal information will not be revealed in any publications, reports or presentations arising from this research.
	

	Participants are free to withdraw from the study at any time without the need to provide a reason and without any repercussions. Data from participants who withdraw from the study should either be deleted altogether, or retained only in an anonymised form.
	

	Benefits to the participant or to others which may be reasonably expected from this research. If no benefits are foreseen to the participants or to others, this should be clearly stated.
	

	If data is not collected anonymously to state that: “As a participant, you have the right under the General Data Protection Regulation (GDPR) and national legislation that implements and further specifies the relevant provisions of said regulation to access, rectify, and where applicable ask for the data concerning you to be erased (or retained in anonymised form).”
	

	Specify that personally identifiable data will be deleted when it is no longer necessary, which should be (lay down a timeline i.e. indicate month, year; e.g. in September 20XX). Any subsequent anonymised data may be kept indefinitely. 
	

	To state that the participant can keep a copy of the information letter and (if applicable to the study) the consent form.
	

	Researcher’s and supervisor’s contact details.  Official email addresses e.g., @um.edu.mt and the daytime phone numbers of the researcher and supervisor, (if relevant).
	

	In the consent form, the study title needs to be replaced with a code for the research study (the code needs to be the FREC application code e.g. FHS-2023-00539) - this would make it possible to still link the consent form to the study but at the same time, no sensitive information would be divulged in the event of a potential breach. The code should also be inserted on the information sheet, right after the title of the study. This is mostly applicable to research concerning sensitive issues/ conditions e.g. where potential participants have a diagnosed medical condition and this condition features in the study title. However, FREC has decided that, to make matters less complex, this can be applied to all research applications.
	

	For data collected anonymously, the information letter should clearly state that filling in and returning the questionnaire constitutes consent.
	



 Consent Form[footnoteRef:1] [1:  Consent forms need not repeat all the elements if they are listed in the recruitment letter/information sheet, provided that they are incorporated into the consent form by reference.] 

	Section on form
	Notes

	Include statements on the purpose of the research, the duration of the participant’s involvement.
	

	Statement that the participant can withdraw from the study at any time without giving a reason and that their data will be deleted altogether, or retained only in an anonymised form.
	

	Any possible risk/discomforts and any benefits.
	

	Should specify if an audio/video-recording, digital or otherwise, will be used during data collection.
	

	If data is not collected anonymously to state that under the General Data Protection Regulation (GDPR) and national legislation that implements and further specifies the relevant provisions of said regulation the  participants have the right to access, rectify, and where applicable erase the data concerning them.
	

	Participant identity and personal information will not be revealed in any publications, reports or presentations arising from this research.
	

	A statement describing the extent to which confidentiality of records identifying the subject will be maintained and who has access to them + storage details.
	

	The researcher’s AND supervisor’s official contact details.
	

	The information letter and consent form should be submitted as separate documents and not merged.
	



	ADDITIONAL CLAUSES TO BE INCLUDED TO CONSENT FORM ONLY IF APPLICABLE:
	

	
	

	If applicable (video/audio recording): 
	

	I am aware that, by marking the first-tick box below, I am giving my consent for this [method of data collection] to be [audio recorded/video recorded] and converted to text as it has been recorded (transcribed). 

MARK ONLY IF AND AS APPLICABLE 

· I agree to this [method of data collection] being [audio recorded/video recorded]. 
· I do not agree to this [method of data collection] being [audio recorded/video recorded]. 
	

	If applicable (interviews only): 
In the case of participants who will NOT be identifiable
[bookmark: _Hlk179056553]I am aware that extracts from my interview may be published (e.g., in a dissertation, academic journals) and/or presented (e.g., during conferences, meetings), either in anonymous form, or using a pseudonym (a made-up name or code, e.g., respondent A). 
OR
In the case of participants who may be identifiable
[bookmark: _Hlk179056821]I am aware that, by marking the first tick-box below, I am asking to review extracts from my interview transcript that the researcher would like to publish (e.g., in a dissertation, academic journals) and/or present (e.g., during conferences, meetings), before these are published or presented. I am also aware that I may ask for changes to be made, if I consider these to be necessary.
	

	MARK ONLY IF AND AS APPLICABLE
· [bookmark: _Hlk179056989][bookmark: _Hlk179052220]I would like to review extracts of my interview transcript that the researcher would like to publish and/or present, before these are published/presented. 
· I would not like to review extracts of my interview transcript that the researcher would like to publish and/or present, before these are published/presented.
	

	If attributing responses to individuals/representatives of organisations
I am aware that, by marking the first tick-box below, I am giving my consent for my identity/the identity of the organisation I represent [select appropriate option] to be revealed in publications (e.g., in a dissertation, academic journals), reports or presentations (e.g., during conferences, meetings), arising from this research, and responses I provide may be quoted directly or indirectly. 
	

	MARK ONLY IF AND AS APPLICABLE 
	

	· [bookmark: _Hlk179057427]I agree that my identity/the identity of the organisation I represent [select appropriate option] may be disclosed in publications/presentations.
	· 

	· I do not agree that my identity/the identity of the organisation I represent [select appropriate option] may be disclosed in publications/presentations.
	· 

	If applicable (focus groups only):
I am aware that focus group discussions should be considered confidential and that I should not disclose details of those participating and/or of the nature of discussions to others. 
	

	If applicable (interviews and focus groups held online via Zoom only):
I am aware that the [method of data collection] will be held online; the researcher will use Zoom and will activate the Require Encryption for 3rd party endpoints SIP/H-323 function. The researcher will video record/only audio record [select appropriate option] the session. 
	

	[bookmark: _Hlk194572195]If there is a need to ensure confidentiality (e.g., when collecting special categories of personal data):
I am aware that my data will be pseudonymised, i.e., my identity will not be noted on transcripts or notes from my interview, but instead, a code will be assigned. The codes that link my data to my identity will be stored securely and separately from the data. 

Any data that may lead to the identification of research participants will be stored [select appropriate option from the following] offline on an encrypted external hard drive or flash drive and kept in a locked secure place when not in use / on a secure UM-approved server with the appropriate access settings applied, to ensure data security [identifiable data should preferably be stored offline].

Any material in hard copy form will be placed in a locked cupboard. Only my supervisor and myself (and in exceptional cases, examiners) will have access to this data.  
	

	If there is a risk of participant distress: 
1. If I feel that the [method of data collection] has distressed me in any way, I may make use of the support services information that [NAME of RESEARCHER] will give me at the beginning of the [method of data collection]. I am aware that this document comprises a list of free services. The document also includes fee-paying services which I understand I will have to pay for, should I decide not to use free services. 
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